	
	



GENERAL QUESTIONS:
1. Are your current Azure architecture and design approved for Epic on Azure and compliant with Microsoft’s Well-Architected Framework (WAF) and JPS's security requirements?
Yes to both.
1. What percentage of Epic and non-Epic workloads have been migrated to your Azure cloud environment?
Currently 0%, however JPS has engaged with a partner to execute the migration.
1. What are the main challenges you have faced during recent infrastructure changes or enhancements?
Age and complexity of existing infrastructure.
1. Can you provide the Cloud Specification Guide (CSG) from Epic for Azure?
These documents can be provided upon completion of the RFP and require an agreement with Epic.
1. Do you maintain a data classification framework for on-premises, Azure, and backup storage environments?
Yes
1. Are there any unique data residency, privacy, or access control requirements for patient or sensitive data?
Yes; JPS maintains an internal security policy that can be shared with selected partner.
1. What Azure-native tools have you adopted to manage your cloud and on-premises environment?
No tools have currently been adopted, however adoption is planned as part of the migration.
1. Is there a priority to migrate workloads to Azure due to End of Life, End of Service, or End of Support? If so, what are the functional areas?
There are no priorities based on End of Life, End of Service, or End of Support.
1. Are there any legacy systems, third-party integrations, or custom interfaces not listed in the RFP that must be supported or migrated?
This RFP is for support, not migration.  There are legacy systems, third party integrations, and custom configurations that must be supported.
1. Has a Business Impact Assessment been performed? If so, what were the findings?
A BIA has been completed.  The results are not shared publicly.
1. Do you currently use any other public cloud services (e.g., AWS, GCP)? If yes, than what use cases or workloads are migrated to the other cloud providers?
No; No other public cloud services are used.
1. Can you provide a detailed inventory of all on-premises workloads, applications, and integrations (including Epic ecosystem apps) to be migrated to Azure, with anticipated migration timelines?
This RFP is for post-migration support, not for migration. Timelines are confidential and cannot be shared.
1. Can you clarify the expected volume and growth rate for compute, storage, and network resources (e.g., VMs, TBs, interfaces) over the next 3–5 years?
Nominal growth is expected due to physical limitation (i.e number of hospital beds).
1. What are the current pain points or risks JPS has experienced in previous cloud or Epic migrations that the MSP should address?
Cloud-specific skills and knowledge.
1. Can you provide historical incident/ticket volumes by severity (P1/P2/P3) and average monthly support demand?
Ticket volumes are confidential and cannot be shared.
1. Can you provide sample scenarios or historical data to inform ARC/RRC-based pricing and expected resource fluctuations?
JPS will handle resource costs including fluctuations; the MSP shall provide support.
1. What are the requirements and preferred formats for audit evidence, reporting, and SIEM integration?
This question is out of scope for the services of the RFP; however, such evidence and reporting is in industry standard formats.
1. What is the process for quarterly Azure consumption reviews, and what level of access will be provided to FinOps dashboards and cost data?
Sufficient access will be provided to manage and report on consumption and costs.
1. Are there any restrictions on pass-through costs, licensing, or third-party tool usage that could impact the total cost of ownership?
Any pass-through costs, licensing, and third party tools much be approved in advance by JPS, and should be detailed in the RFP response.
PROPOSAL RESPONSE FORMAT:
1. Can you please confirm if we are to follow the proposal format that is listed in Section E5 (Proposal Response Format and Pricing) or in Section K (Solicitation Response Content)?
The information listed in section E5 is to be included in your response in appropriate tabs of section K
1. Can you please attach Exhibit G JPS Security Risk Assessment to the vendor portal? 
This is now available on the RFP page under additional documents 
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